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SUMMARY The amount of data that a node in a blockchain needs to store 
is increasing rapidly in proportion to the total number of transactions 
processed by the blockchain. As the number of data increases, it may be 
difficult to keep participating in the blockchain because of its storage 
capacity. If the number of nodes in a blockchain network decrease, serious 
problems such as unstable consensus formation in the blockchain will arise. 
This paper proposes novel reduction methods of the amount of data in 
blockchain nodes. In the proposed methods, a blockchain is divided into 
block groups and block group header for each block group which forms a 
block group chain are created. Each node stores only the latest blocks and 
block group headers and some block groups instead of whole blockchain 
and every block headers. As the result, the amount of data on the node can 
be significantly reduced compared to the conventional methods. It is also 
shown that the proposed method can significantly reduce the amount of data 
for both full nodes and light nodes. 
 
keywords: Blockchain Ethereum Markle Tree 

1. Introduction 

Public blockchains such as Bitcoin and Ethereum generally 
consist of two types of nodes: full nodes and light nodes. Full 
nodes are required to store all transaction data processed on 
the blockchain. A light node does not need to store transaction 
data, but it must store the block headers of all blocks to verify 
that any given transaction has been processed. On the other 
hand, the number of transactions that need to be processed 
tends to increase as applications using blockchain gain 
attention from around 2021. In addition, the processing 
performance is expected to improve significantly in the 
future due to efforts such as Ethereum 2.0. Therefore, the 
amount of data that both nodes need to store is expected to 
increase significantly in the future. 

There have been studies to reduce the amount of data per 
full node by distributing the blockchain among nodes [1][2], 
but there were two issues: support for blockchain branching 
(Challenge 1), and further data reduction for resource-
constrained nodes such as smartphones (Challenge 2). 

In this paper, we propose methods to solve both problems. 
The first is solved by shifting to a distributed data store after 
the main chain has been extended to the length that it can be 
finalized. The second is solved by extending the 
conventional Markle tree and applying it hierarchically to a 
fixed number of consecutive blocks (hereinafter "block 

groups"). The proposed method significantly reduces the 
amount of data for both full nodes and light nodes. We also 
report that the amount of data required to be retained by full 
nodes and light nodes can be reduced to less than 1GB using 
the proposed method. 
In the remaining chapters of this paper, related technical 

terms are explained in Chapters 2 through 4, the issues of 
this study are presented in detail in Chapter 5, related studies 
are shown in Chapter 6, and requirements for data volume 
reduction methods are shown in Chapter 7, proposed 
methods are explained in detail in Chapter 8, evaluation and 
discussion are shown in Chapter 9, and summarized in 
Chapter 10. 

2. Blockchain 

A blockchain is a data structure in which transactions 
received by full nodes are organized into blocks, and the 
hash values of the blocks are chained together.  

Each block can only be created by a full node that has been 
determined by an extremely difficult-to-fraudulent 
consensus algorithm such as PoW or PoS. If multiple full 
nodes are determined at almost the same time, blocks 
connected to the same previous block may be created and 
the chain may diverge. The next block is connected to the 
longer chain (the main chain), but immediately after the split, 
the shorter chain may be extended due to the propagation 
delay of the block, and the main chain may switch. However, 
as the difference in chain length increases, the probability of 
a subsequent length reversal decreases significantly. In the 
case of bitcoin, when the difference in length exceeds 6 to 8 
blocks, the main chain can be almost finalized [3].  

When a new node to be a full node joins a blockchain, it 
downloads the entire blockchain from an existing full node. 
The hash values of the blockchain from the genesis block to 
the most recent block are consistent, and the end of the chain 
continues to grow, so that the blockchain can be judged to 
be a legitimate main chain. 

Since a full node retains all transaction data, it can 
determine whether any given transaction has been processed 
(i.e., whether it is part of the main chain). A light node is a 
node that stores only the header information of each block 
(hereinafter referred to as "block header chain") but not 
whole blocks. 

The block header records a value of a Markle root of a 
Markle tree constructed by the transactions stored in the 
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block. A Markle tree is a data structure in which K pieces of 
data are aggregated into a single hash value (Markle root) by 
aggregating every two pieces of data at a time (Figure 1). 

When a light node wants to determine whether a 
transaction (e.g., Transaction 0 in Figure 1) is included in 
the main chain, it sends the hash value of the transaction to 
one of the full nodes. If the transaction is in the main chain, 
the full node sends back only the log!𝐾  hash values 
(Hash0-1 and Hash1 in Figure 1) needed to compute the 
Markle root in combination with the transaction hash values. 

The light node calculates the Markle root value from the 
received hash value, compares it with the Markle root value 
in the block header it has retained, and if they are the same, 
it can determine that the transaction was included in the 
block. 

 
Figure 1. Markle Tree 

 
 

3. Full Node and Light Node 
 

In addition to all the data in the blockchain, each full node 
stores states of all accounts in the blockchain network, called 
world state, including bytecodes of all smart contracts. 
When it receives a block, it processes transactions in the 
block and updates the world state. By participating as a full 
node, a node becomes a block creator and is rewarded for 
block creation. The blockchain network guarantees 
consensus on which transactions were processed and in what 
order by having many full nodes creating and verifying 
blocks. 

Light nodes store only the header information of the 
blockchain and do not process transactions or create blocks. 
Since it stores block headers but not entire blocks, it can 
operate with less data than a full node. However, it cannot 
create blocks and thus cannot earn rewards. Transactions can 
be created by both full and light nodes. Other devices can 
also send transactions to the blockchain network through 
these nodes. However, if a device wishes to verify that the 
transaction is part of the main chain, it must become a full 
node or a light node. 
 
4. Blockchain data size problem 

 
Comparing the data volume of full and light nodes of 

Ethereum [4] in 2021 and 2022 as compiled by EtherScan, 
the full node increased by 209.17 GB and the light node 
increased by 1.12 GB [5]. It should be noted that a full node 
stores world state data as well as blockchain data. It was 

about 35GB in 2018[6]. 
We expect that the amount of data is likely to increase even 

more rapidly as the number of users increases. The increase 
in node size raises the economic hurdle to become a full 
node and reduces the incentive to build nodes. Reduced node 
decentralization increases the risk of cracking due to 
unstable blockchain consensus, and the concentration of 
nodes that can send transactions to the blockchain network 
results in a single point of failure. Therefore, it is necessary 
to reduce the amount of data held by full and light nodes. 

 
5. Related work 
 

In Kaneko et al.'s research, nodes belonging to a network 
were randomly clustered based on their IP addresses. Each 
cluster creates blocks in turn and stores only blocks created 
by the cluster to reduce the storage load of each node [1]. 
However, it does not take blockchain branching into account 
and does not apply to major blockchain technologies such as 
Ethereum and Bitcoin. Yibin Xu et al. reduced storage load 
by dividing the blockchain into segments and holding them 
in a distributed manner [2]. However, this was insufficient 
as a capacity reduction for lightweight devices. 
 
6. Requirements for reduction methods of the amo

unt of data in blockchain node 
 

In addition to solving challenges 1 and 2 above, the data 
volume reduction method must satisfy the following 
requirements.  
① The validity of transferred data can be verified when a 

new node joins the blockchain network. 
② Every node can verify with as little data as possible that 

a given transaction has been included in the blockchain 
or not. 

③ No block data must be lost from within the blockchain 
network. 

 
7. Proposal 
 
7.1 System overview 
 

The latest M to M+N blocks are maintained by all full 
nodes as before, and the validity of the connection between 
blocks is verified by the same method as before (chain of 
hash values of the previous blocks). M is a sufficient length 
to prevent forking and N is the number of blocks in the block 
group, both of which are fixed values (Figure 2).  

When the number of blocks managed in the chain between 
blocks reaches M+N, the management of the older N blocks 
is switched to management by block groups. By delaying the 
transition to management by block groups, the effect of the 
main chain switch is avoided.  

A block group is a group of N consecutive blocks in the 
main chain (Figure 3). The block group header contains the 
block group Markle root value, which is an aggregate of the 
Markle root values of the blocks in the block group, the hash 
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value of the previous block group header, and the hash value 
of the world state of the block immediately before the next 
checkpoint. The hash value is used to construct a new chain 
of block group headers (hereafter referred to as the block 
group header chain). The first block group header contains 
the hash value of the genesis block, and the header of the 
first block in each block group contains the hash value of the 
previous block group header (Figure 4).  

Each block group and block group headers are generated 
independently by each full node and each light node from 
the blocks they have received, but they are identical because 
they are generated after the blocks in the block group are 
finalized. Then, the other full nodes, except for some full 
nodes, discard the blocks that make up the block group, 
thereby reducing the data volume of the full nodes. Light 
nodes store received block headers temporarily. Then if the 
number reached M+N, the old N block headers are switched 
to block group management. They discard the old block 
headers and store only the block group headers instead, 
thereby reducing the data volume of light nodes as well. Full 
nodes also retain the entire block group header chain. 
 

 
Figure 2. Proposed method 

 
Figure 3. Block group header (Block1~100) 

 
Figure 4. Block group header chain 

 
7.2 Method of verifying transfer data at the time of new 

participation 
 

To become a full node, a node downloads three types of 
block data from other full nodes: the entire block group 
header chain, data for a particular number of block groups 
greater than or equal to zero, and the blocks from the latest 
checkpoint to the latest block; and world state data. 

By verifying the hash chain in the downloaded data, the 

node to be a full node can check for inconsistencies in the 
hash values of the blockchain from the genesis block to the 
latest block. The chain's continued growth allows the node 
to determine that the block group header chain and the 
blockchain that follows it are recognized by many other full 
nodes as the legitimate main chain. The block group Markle 
root is calculated from the Markle root value of each block 
in the received block group and compared with the block 
group Markle root value in the block group header chain to 
confirm that it is a legitimate block group. The world state 
can also be verified that it has not been tampered with by 
comparing the hash value of the world state of the block 
group with the hash value of the received world state. 
Similarly, for a node to become a light node, it must 
download the entire block group header chain and the block 
headers from the latest checkpoint to the latest block from 
another node and confirm that it is a legitimate main chain 
using the same method described above. After confirmation, 
the light node can discard the received block header data. 
 
7.3 Method of verifying that a transaction has been in

cluded in the blockchain 
 

In the proposed method, the Markle root of the Markle tree 
(block group Markle root) created from the Markle root of 
each block in the block group is stored in the block group 
header (Figure 5). Let K as the average number of 
transactions in a block and N as the number of blocks in a 
block group, a light node can verify that a particular 
transaction is part of a certain block group by getting only 
log!(𝐾 ∙ 𝑁) hash values from full nodes. If K and n is 100 
and 1000 each, the number of the hash values is 17. Hash 
calculation is not a heavy process, so we do not consider it 
to be a significant burden. 

 
Figure 5. Extends the previous Markle tree 

 
7.4 Prevent block lost 
 

A mechanism is needed to ensure that all blocks continue 
to exist in the blockchain network, and in the Yibin Xu study, 
the more data a full node retains at the time of block 
generation, the easier it is to obtain the right to generate 
blocks, which motivates data retention. The amount of data 
held by a full node at the time of block creation is used as a 
motivation to retain data. In addition, proof of retention of a 
randomly specified transaction at the time of block 
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generation is required to prevent unauthorized discards of 
blocks. We consider that the scheme proposed in this paper 
can be combined with similar mechanisms, but the details 
are a subject for future work. 

 
8. Evaluation and discussion 
 

Let B be the average data volume of one block, T be the 
data volume of one block header, H be the number of blocks, 
and let N be the number of blocks in one block group, R is 
the number of block groups that a node has, G be the data 
volume of one block group header, and M is the minimum 
number of recent blocks that every full node stores. The 
equations for calculating the amount of data of shrunk full 
node and shrunk light node with the proposed method are as 
follows. 
𝑆ℎ𝑟𝑢𝑛𝑘	𝐹𝑢𝑙𝑙	𝑁𝑜𝑑𝑒	𝑆𝑡𝑜𝑟𝑎𝑔𝑒 = 𝑅・𝐵 ∙ 𝑁 + !・"

#
+𝐵 ∙ 𝑀(1)  

𝑆ℎ𝑟𝑢𝑛𝑘	𝐿𝑖𝑔ℎ𝑡	𝑁𝑜𝑑𝑒	𝑆𝑡𝑜𝑟𝑎𝑔𝑒 = !・"
#

+ 𝑇 ∙ 𝑀	(2) 
 

Table 1 shows the results of calculating the amount of data 
for conventional techniques, related research [2], and the 
proposed method based on Equations (1) and (2). 

The values of each parameter in Equations (1) and (2) are 
calculated based on the following assumptions. 
・ The data of OpenEthereum of April 5, 2022 [5] was used, 

H was 14.5M (pieces) and B was 42.5KB. 
・ R varies depending on the motivation of the node that 

stores the data, here the minimum value of 1 was used.  
・ Here N was 1000, that was one block group consisting 

of 1000 blocks. (The blockchain was divided into 14.5K 
block groups.) 

・ G was set 96bytes because a block group header consists 
of 3 data; the first is 32bytes of the hash number of the 
previous block group header, the second is 32bytes of the 
Markle root of the blocks consisting of the group, and 
the last is 32bytes of the hash value of the world state of 
the block just before the next checkpoint. 

・ T was set to 516bytes regarding Ethereum.  
・ M was set to 1000 pieces. 

 
The calculation example in Table 1 shows that the total 

amount of data for the smallest full node of the proposed 
method is about 86.4 MB, which is significantly less than 
that of related studies. The data volume for the light node 
was even smaller at about 2.4 MB. We consider that this is 
due to the introduction of block group headers. 

In the case of full nodes, the amount of data on a node 
increase with R (the number of block groups held), but this 
amount can be changed dynamically. Therefore, we consider 
that even lightweight devices can be adapted. 

It must be guaranteed that no blocks are lost from the 
network, and we will study the details of a distribution 
method to prevent block loss. 
 
9. Conclusion 

 
In this paper, we proposed methods that can significantly 

reduce the amount of data that needs to be stored in the 
blockchain node by dividing the blockchain to block groups 
and introducing a new data structure, the block group header.  
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