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Abstract - The wireless mesh network (WMNs) has been an emerging technology in recent years. 

WMN is characterized by dynamic self-organization, self configuration and self healing to enable 

quick deployment, easy maintenance, low cost, high scalability and reliable service as well as 

enhancing network capacity, connectivity and resilience. Some of these characteristic are depend on 

MAC protocol. This is because in WMNs the MAC layer concerns with more than one hop 

communication (Multi-hop). Multi-hop communication is common in WMNs. For multi-hop 

networking, it is well known that communication protocols suffer from scalability issues; 

when the size of the network increases, the network performances degrades significantly. 
Network self-organization is needed for MAC in WMNs because it should have the knowledge about 

network topology which can help better cooperative between neighboring nodes. This network self-

organization can significantly improve the MAC performance in a multi-hop environment. Other than 

these issues, because of their dynamic characteristic, there is difficulty to design the MAC protocol 

for WMNs. The current MAC protocol and its derivatives cannot achieve a reasonable throughput as 

the number of hops increases in WMNs. So, this paper will focus on medium access control layers 

design of wireless mesh network protocol which was proposed by the researcher in order to improve 

end-to-end throughput and highlights key challenges that need to be addressed in the design of a cut-

through MAC for multi-hop wireless mesh networks. 

Keywords – Wireless Mesh Network, IEEE 802.11 Distributed Coordination Function (DCF), 

Medium Access Control (MAC). 

1. INTRODUCTION 

 

Nowadays, the development of next-generation wireless systems aims to provide high data rates in 

excess of 1 Gbps. The capability of enhancing coverage and capacity with low transmission power, 

wireless mesh networks (WMNs) play a significant role for broadband access with ubiquitous 

coverage. WMNs have emerged as a key technology for next-generation wireless networking. Because 

of their advantages over other wireless networks, WMNs are undergoing rapid progress and inspiring 

numerous applications. However, many technical issues still exist in this multi-hop communication 

field [2]. A common problem in multihop communication is hidden stations. The presence of hidden 

stations may result in significant network performance degradation and causes unfairness in accessing 

the medium because a station’s location may result in a larger transmission privilege. The hidden 

station problem occurs when a station is causing interference due to not been able to detect the 

existence of a transmission from another station and thus assumes that the medium is free and 

available to transmit.  As an example, let’s assume that stations A and B are within communication 

range of each other and station C is within communication range of station B but not Of A. Therefore, 

it is possible that both Stations A and C could try to transmit to station B at the same time causing a 

collision. The influence of hidden stations on the performance of an IEEE 802.11 network has been 

studied [15]. Using the IEEE 802.11 Distributed Coordination Function (DCF) [16] as the MAC 

protocol for wireless LAN multi-hop networks has been shown to result in sub-optimal performance. 

This is because the broadcast nature of the wireless medium creates inter-flow as well as intra-flow 
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interferences [17]. Solutions to this problem have focused on two main approaches such as modifying 

the MAC layer (e.g. [18], [19]) and increasing the number of interfaces available to mesh routers [20]. 

 

  

2. IEEE 802.11 MAC PROTOCOL 
 

In the 802.11 protocol, the fundamental mechanism to access the medium is called distributed 

coordination function (DCF). In the distributed coordinating function (DCF) of the IEEE 802.11 

MAC protocol, coordination of channel access for contending nodes is achieved with carrier sense 

multiple access with collision avoidance (CSMA/CA). Its design attempts to ensure a relatively fair 

access to the medium for all participants of the protocol. Retransmission of collided packets is 

managed according to binary exponential back-off rules. DCF describes two techniques to employ for 

packet transmission. The first technique is known as a two-way handshaking technique where it is 

also a default scheme. This scheme is called as a basic access scheme where it is characterized by the 

immediate transmission of a positive acknowledgement (ACK) by the destination station, upon 

successful reception of a packet transmitted by the sender station. This positive ACK is required in 

the wireless medium because a transmitter cannot determine whether a packet is successfully received 

by destination station or not. In later time, this basic access was upgraded to optional four way 

handshaking technique, also known as request-to-send/clear-to-send (RTS/CTS) mechanism. 

According to this mechanism, before the station transmitting a packet, it will reserve the channel by 

sending a special Request-To-Send short frame. The destination station acknowledges the receipt of 

an RTS frame by sending back a Clear-To-Send frame. Since the RTS/CTS mechanism can solve the 

hidden problem in multi-hop communication, so this mechanism is widely implement in wireless 

mesh network. 

 

3. IMPROVING MAC PROTOCOLS  
 

Currently several MAC protocols have been proposed for multi-hop ad hoc networks by 

enhancing the CSMA/CA protocol [2, 3]. These schemes usually adjust parameters of CSMA/CA 

such as contention window size and modify back off procedures. They may improve throughput for 

one-hop communications. However, for multi-hop cases such as in WMNs, these solutions still reach 

a low end-to-end throughput, because they cannot significantly reduce the probability of contentions 

among neighboring nodes. As long as contention occurs frequently, whichever method is take to 

modify back off and contention resolution procedures, the end to- end throughput will be significantly 

reduced due to the accumulating effect on the multi-hop path. In order to fundamentally resolve the 

issue of low end to- end throughput in a multi-hop ad hoc environment such as WMNs, innovative 

solutions are necessary. Determined by their poor scalability in an ad hoc multi-hop network, random 

access protocols such as CSMA/CA are not an efficient solution. Thus, revisiting the design of MAC 

protocols based on TDMA or CDMA is an important research topic as proposed in [2, 4]. To date, 

few TDMA or CDMA MAC protocols have been proposed for WMNs. This is probably because of 

two factors such as the complexity and cost of developing a distributed and cooperative MAC with 

TDMA or CDMA. The other is the compatibility of TDMA or CDMA MAC with existing MAC 

protocols. For WMNs, TDMA MAC protocols are usually difficult to implement because network 

nodes are not accurately synchronized. Without enough accuracy in timing synchronization, a large 

percentage of bandwidth must be used as guard time in TDMA MAC. In WMNs based on IEEE 

802.11, how to design a distributed TDMA MAC protocol overlaying CSMA/CA is an interesting but 

it also challenging problem [2]. For distributed TDMA or CDMA MAC protocols, network self-

organization based on topology control and/or power control must also be considered. 

 

 

 

 



 

 

 

4. CROSS-LAYER DESIGN 
 

Cross-layer design can be performed in two ways [2]. The first way is to improve the 

performance of a protocol layer by taking account parameters in other protocol layers. The second 

way of cross-layer design is to merge several protocols into one component. The second way can 

achieve much better performance by considering an optimized interaction between protocol layers. 

However, Cross-layer design can significantly improve network performance as mentioned and 

proved by author R. Bhatia in [7]. In WMNs, network topology constantly changes due to mobility 

and link failures in mesh network. Such dynamic network topology impacts multiple protocol layers. 

Thus, in order to improve protocol efficiency, cross-layer design becomes indispensable. There are 

two types of interaction that can be considered in cross layer design approach, which were called 

Variable Interaction and Algorithmic Interaction [8]. Variable Interaction between two factors is said 

to exist when effect of a factor on the response variable can be modified by another factor in a 

significant way. Alternatively, in the presence of this interaction, the mean differences between the 

levels of one factor are not constant across levels of the other factor. The absence and the presence of 

this variable interaction had been proved in this paper. Meanwhile, algorithmic interaction exists 

between two protocols (algorithms) operating at individual transceiver nodes of a communication 

network. Here the author use the word interaction to mean that the behavior (semantics) of a protocol 

at a given layer in the protocol stack varies significantly depending upon the protocols above or below 

it in the protocol stack. The author had illustrated this interaction via the simulation experiment [8]. 

The performance of the protocol is measured in term of various qualities of service measures 

including latency, throughput, and number of packet that received and also long term fairness. In this 

paper three different commonly studied protocols are used are Ad-Hoc On-demand Distance Vector 

Routing (AODV), Dynamic Source Routing (DSR) and Location Aided Routing (LAR) scheme1 and 

for MAC protocols that were used are MACA, 802.11 and CSMA. These protocols need to fulfill a 

designed and functional requirement including high throughput, low average latency, heterogeneous 

traffic such as (data, voice and video), preservation of packet order and also support for priority 

traffic. So, this paper characterized the interaction between the MAC and the routing protocol that 

also called as cross layer approach in order to provide better throughput. Such interactions demand a 

cross-layer design among different protocols. In paper [10], the authors proposed a novel scheme for 

route selection that, by using cross-layer interactions that will improve throughput performance. 

Whenever a source node requires a route to reach a destination node, this proposed scheme 

determines the best source-destination path based on the MAC parameters such as the collision 

probability and the available bandwidth. It meant that, the scheme selects the route with the lowest 

collision probability and, among routes with about the same collision probability; it selects the one 

with the highest available bandwidth. Thus, by exploiting the synergy between network layer and 

MAC layer, the author mentioned that the route providing the highest throughput is selected.  

 

5. CONCLUSION 
 

 Although WMNs can be built up based on existing technologies, field trials and experiments 

with existing WMNs prove that the performance of WMNs is still far below expectations. As 

explained throughout this article, there still remain many research problems. In this paper, we focus 

on IEEE 802.11 MAC protocol in wireless mesh network. According to papers that were reviewed, all 

authors mentioned and proved that the IEEE 802.11 MAC protocol is not the standard for WMN. 

Although it can support some kind of ad hoc network architecture, which only means a distributed 

networking as opposed to a centralized one, it is not intended to support the WMN, in which multi-

hop connectivity is one of the most prominent features. As we discussed in this papers, CSMA/CA 

did not function well in a wireless multi-hop environment. The causes include the hidden terminal 

problem, exposed terminal problem and binary exponential backoff scheme, which results in 

transmission problems much worse in wireless multi-hop networks. The backhaul networking needs 

capacity, throughput, latency, and reach guarantee. Therefore, the mechanism of CSMA/CA must be 

enhanced if it is to be running in wireless mesh networks. Other than that, we also indicate the 



 

 

 

specific problems existing in this protocol when it is used in a multi-hop network. Based on this 

analysis, we point out the potential direction to resolve those problems. 
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